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Executive summary
Governments are waking up to the opportunities and challenges brought by digital transformation
With its potential to galvanise economies, digital transformation is now high on the global agenda. OECD countries have set their objectives at the 2016 Cancún Ministerial on the Digital Economy. To maximise the benefits of digital transformation for innovation, growth and social prosperity, they are focusing efforts on the policy implications of the digital transformation, improving measurement, and developing an integrated policy framework for a whole-of-government approach. Despite good progress in the implementation of national digital strategies (NDSs) across the OECD co-ordination remains a major challenge. Only few countries have charged a high-level official or body dedicated to digital affairs with the co-ordination of their NDS.

Despite the ongoing effects of the crisis, information technology services continue to grow and spur a positive outlook
Since the global economic crisis, value added in the information and communication technology (ICT) sector as a whole has decreased in the OECD in line with total value added. Within the ICT sector, however, value added in telecommunication services and in computer and electronics manufacturing has decreased while it has increased in information technology (IT) services and remained constant in software publishing. These contrasting trends, which are being reflected in OECD ICT employment, are expected to continue in the coming years as the share of venture capital investment in ICTs – an indicator of business expectations – is back to its 2000 peak. The ICT sector remains a key driver of innovation, accounting for the largest share of OECD business expenditure on research and development and for over one-third of total patent applications worldwide.

Developing apace, communication infrastructures and services are upgrading for a new surge of data
Growth in communication markets is driven by demand and, in many countries, by adapted regulatory frameworks that spur competition, innovation and investment. Telecommunication investments as a share of revenue have increased and operators further deploy fibre optics into their networks. For both fixed and mobile broadband, average prices have fallen and subscriptions increased, while mobile data usage grows exponentially in some countries. Convergence in telecommunication and broadcasting drives mergers and acquisitions and triggers revisions of regulatory frameworks and institutions. Broadband speeds of 1 Gigabit per second (Gbps) are no longer outliers and the first 10 Gbps commercial offers are being deployed in view of a new surge of data such as from connected and autonomous vehicles.

ICT usage keeps growing but remains unequally distributed across countries and among firms and individuals
Average ICT usage among individuals is at a new high but still unequally distributed across countries and social groups, in particular for more sophisticated mobile Internet usage such as online purchases or banking. Elderly and less educated are lagging most. Governments are focusing on vocational training, primary or secondary education, and target public expenditures on devices and connectivity in schools. Meanwhile, users are concerned about online security and privacy, both of which are key barriers for Internet usage, including amid the highly educated. Among firms, small and medium-sized enterprises (SMEs) are lagging behind in basic and more advanced ICT usage. Usage of cloud computing and big data analysis is growing fast, albeit from a small base. Robots are increasingly used in production, but concentrated in a few countries so far.

Digital innovation and new business models are driving transformation, including of jobs and trade
Data-driven innovation, new business models, and digital applications are changing the workings of science, governments, cities, and sectors like health and agriculture. Policies to support digital innovation tend to focus on innovation networks, access to finance, and data (re-)use, but pay less attention to investment in ICTs, knowledge-based capital and data analytics. The effects of the digital transformation manifest in job destruction and creation in different sectors, the emergence of new forms of work, and a reshaping trade landscape, in particular for services. In response, many governments are reviewing labour laws and trade agreements.

Effective use of ICTs in life and for work requires more specialist and generic skills in ICTs complemented by better foundational skills
Effective use of ICTs in life and for work requires adequate skills. “IT staff” ranks second among the top ten jobs that employers have difficulties filling, notably in services, although shortages of ICT specialist skills seem limited to only a few countries, at least in Europe. Meanwhile, generic ICT skills are insufficient among many workers using ICTs every day, as are ICT foundational skills, such as problem solving and communication, which are increasingly necessary to adapt to changing jobs. A few countries are implementing programmes to match current ICT training priorities with expected skills needs, but only few have adopted a comprehensive ICT skills strategy to date.

Concerns about digital security and privacy restrain ICT adoption and business opportunities
With growing intensity of ICT use, businesses and individuals face greater digital security and privacy risks. SMEs in particular need to introduce or improve digital security risk management practices. Many countries respond with national digital security strategies, but few have a national privacy strategy so far. Meanwhile, privacy risks add to consumers’ concerns about online fraud, redress mechanisms, and online product quality, which limit trust and might slow business-to-consumer e-commerce growth. Most consumer protection policies still focus on trust in e-commerce generally and are only beginning to grapple with new issues emerging in peer platform markets.

The promises of artificial intelligence are accompanied by important policy and ethical questions
Artificial intelligence (AI) is going mainstream, enabling machines to perform human-like cognitive functions. Enhanced by machine learning, big data and cloud computing, algorithms can identify increasingly complex patterns in large data sets and already outperform humans in some cognitive functions. While promising gains in efficiency and productivity, AI may amplify existing policy challenges and raise new policy and ethical questions, for example in relation to its potential effects on the future of work and skills development or its implications for oversight and transparency, responsibility, liability, as well as safety and security.

The potential of blockchain hinges on grappling with technical hurdles and policy challenges
Blockchain enables transactions without any trusted party. Bitcoin, for example, a virtual currency based on blockchain, operates independently of any central bank or any other financial institution. Beyond bitcoin, blockchain applications create opportunities in many areas, including in the financial and public sectors, education, and the Internet of Things, by reducing transaction costs, facilitating accountability, and enabling guaranteed execution through smart contracts. Much of this potential still hinges on grappling with technical hurdles and policy challenges such as how to enforce law in the absence of any intermediary or how and to whom to impute legal liability for torts caused by blockchain-based systems.
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PART I. Policies



Chapter 1. Going digital1


The digital transformation is high on the global agenda and OECD countries are working towards making the transformation work for the economy and society. This chapter provides an introduction to the digital transformation, with a discussion of how it affects multiple policy areas, a presentation of key policy and measurement building blocks that can be considered for developing an integrated policy framework, and an analysis of the current state of national digital strategies that are being implemented across the OECD.



The digital transformation is high on the global agenda

From the 2016 G7, OECD and G20 ministerial events to the 2017 G20 Ministerial, the digital transformation has now firmly taken root on the global agenda. There is broad recognition at the highest level of government in many countries and among global leaders that digitalisation is transforming our lives. There is an equally widespread sense of the urgency to marshal the digital transformation to achieve more inclusive and sustainable prosperity.

The OECD Cancún Ministerial on the Digital Economy held in June 2016 was a milestone in this process, with ministers from 43 countries concurring that digitalisation can hold the key to a brighter future, and calling for a whole-of-government approach to unlocking its benefits for growth and well-being, and kick-starting a new policy-making era as the best path to enabling the digital transformation to benefit all, in all countries.

This first chapter sets the scene for the OECD Digital Economy Outlook 2017. It brings forward the main messages from the Cancún Ministerial, describes the new wave of digital technologies that drive the ongoing transformation of economies and societies, and identifies avenues to understand how the digital transformation manifests itself and affects policies. It further explores key policy and measurement building blocks for the digital transformation, and examines the state of current digital national strategies against this background.

The 2016 Cancún Ministerial on the Digital Economy has set the OECD agenda for the digital transformation

The Cancún Ministerial provided a forum to discuss how to harness the economic and social benefits of the digital economy in countries of various levels of development. Several countries from Latin America and the Caribbean, from Africa and Asia joined OECD countries at the event. All recognised that the digital transformation that has been underway for a few decades is stretching to the whole economy and society in many countries, with digital infrastructures nearly fully deployed in the OECD zone, Internet access grown from 4% to 40% of the world’s population in just 20 years, and emerging and developing economies are increasingly using digital technologies in areas from e-commerce to agriculture and banking.

Overall, ministers agreed that unlocking the benefits of the ongoing digital transformation requires addressing the challenges created by this transformation, in particular for jobs, skills and trust. They also stressed the urgency for governments to be proactive and to adopt a policy-making approach whereby all stakeholders are invited to the table to develop and implement a clear way forward to shape the digital transformation, one which builds on a fully integrated policy approach. Throughout the event, participants highlighted the need to fill the data deficit and better measure the breadth, pace and consequences of the digital transformation and the effectiveness of related policy actions.



Box 1.1. The main messages from the Cancún Ministerial

It is urgent to develop a strategic vision and fully integrated policy approach to digitalisation to better understand how it is transforming our lives, how we can unlock its benefits and how we can help those in danger of being left behind. In doing so, we should consider the following:


	Internet openness drives social, economic and cultural development.


	Stimulating digital innovation across the economy is essential.


	There are many opportunities to improve networks and services through convergence of different communication technologies.


	It is critical to ensure we have the appropriate frameworks to enable tomorrow’s Internet of Things.


	Consumer trust is a key element of boosting growth of the digital economy.


	Managing digital security and privacy risk is needed for economic and social prosperity.


	All stakeholders have a role to play in facilitating new markets and new jobs in the digital age.


	Greater use of digital technologies increases demand for new skills.




Source: OECD (2016a), “Meeting the policy challenges of tomorrow’s digital economy”, www.oecd.org/internet/ministerial.



Finally, the 43 countries that endorsed the Ministerial Declaration (see Annex 1.A2) committed to work with the OECD and all stakeholders to:


	help preserve the fundamental openness of the Internet while concomitantly meeting certain public policy objectives, such as the protection of privacy, security, intellectual property and children on line, as well as the reinforcement of trust in the Internet


	identify, develop and activate the mix of skills needed to enable inclusive participation in an increasingly digitalised economy; and analyse new work arrangements enabled by digital technologies and their implications for job quality and labour relations


	develop privacy and data protection strategies at the highest level of government that incorporate a whole-of-society perspective while providing the flexibility needed to take advantage of digital technologies for the benefit of all; and support the development of international arrangements that promote effective privacy and data protection across jurisdictions, including through interoperability among frameworks


	assess the effects of digital transformation on society and on all parts of the global economy to identify expected benefits and challenges, and to examine how national strategies and policies can address these transformations and take advantage of innovation to help bridge digital divides


	strengthen the collection of internationally comparable statistics on the adoption and use of broadband infrastructures and digital services together with the use of digital technologies by firms and individuals across the economy and society; and contribute to developing new metrics for the digital economy, such as on trust, skills and global data flows.




Many of these ambitions were reaffirmed at the 2017 OECD Ministerial Council Meeting, where countries specifically recognised the need to promote and protect the global free flow of information; the importance of global, market-relevant technical standards; the need to enhance the international dialogue on privacy and digital security, intellectual property rights and consumer protection; as well as high-speed broadband connectivity (OECD, 2017a).




The digital transformation of the economy and society

From the outset, two technological pillars, digitisation and interconnection, have been driving the digital transformation, complemented by a growing ecosystem of inter-related technologies. Digitisation is the conversion of an analogue signal conveying information (e.g. sound, image, printed text) to binary bits. Although still costly to digitise or collect, information can be represented in a universal manner, and it can be stored as data. Digital data can be used – processed, stored, filtered, tracked, identified, duplicated and transmitted – infinitely by digital devices without degradation, at very high speeds and at negligible marginal cost. The Internet has led to growing interconnections that allow this to occur globally. In contrast, processing and disseminating analogue information is slow and the variety of formats (e.g. paper, film reel, magnetic tapes, etc.) severely limits links, combinations and replication. In short, digitisation reduces physical constraints to information sharing and exploitation (see, for example, OECD [2015a]).

An ecosystem of digital technologies drives the ongoing transformation of economies and societies

Digitisation and interconnection have been empowered by exponentially growing computing power, with the number of transistors per square inch in an integrated circuit having doubled every 18 to 24 months, or a 100-fold improvement in a decade, for nearly 50 years (Moore’s Law). This growth is well illustrated by the mainstreaming of the smartphone since 2007 and is further accelerated by computing delivered via the cloud as a service. Combined with constant mobile connectivity, a wide range of new products, applications and services has emerged over the past decade, forming a growing ecosystem of technologies and applications, which, through increasing use by individuals, firms and governments, is driving the digital transformation (OECD, 2016b). Key components of this ecosystem are:


	The Internet of Things (IoT), which comprises devices and objects whose state can be altered via the Internet, with or without the active involvement of individuals (OECD, 2015a). It includes objects and sensors that gather data and exchange these with one another and with humans. The networked sensors in the IoT serve to monitor the health, location and activities of people and animals and the state of production processes, the efficiency of city services and the natural environment, among other applications (OECD, 2016c). The number of connected devices in and around people’s homes in OECD countries is expected to increase from 1 billion in 2016 to 14 billion by 2022 (OECD, 2015a). These devices are a key source of data that are feeding big data analytics.


	Big data analytics, which is a set of techniques and tools used to process and interpret large volumes of data that are generated by the increasing digitisation of content, the greater monitoring of human activities and the spread of the IoT (OECD, 2015a). It can be used to infer relationships, establish dependencies, and perform predictions of outcomes and behaviours. Firms, governments and individuals are increasingly able to access unprecedented volumes of data that help inform real-time decision making by combining a wide range of information from different sources. Big data analytics also enable machine learning, a driver of AI.


	AI can be understood as machines performing human-like cognitive functions. Its rapid diffusion is driven by recent strides in machine learning, an AI discipline that automatically identifies patterns in complex data sets. AI is making devices and systems smart and empowers new kinds of software and robots that increasingly act as self-governing agents, operating much more independently from the decisions of their human creators and operators than machines have previously done. AI is expected to help solve complex questions, generate productivity gains, improve the efficiency of decision making and save costs.


	Blockchain is a decentralised and disintermediated technology that facilitates economic transactions and peer-to-peer interactions. In addition to supporting information exchange, it enables protocols for value exchange, legal contracts and similar applications. Permissionless blockchains such as Bitcoin function as a tamper-proof distributed database and act as an open, shared and trusted public ledger that cannot be tampered with and can be inspected by everyone. The combination of transparent transactions, strict rules and constant oversight that characterise a blockchain-based network provides the conditions for its users to trust the transactions conducted on it, without the need for any trusted authority or intermediary operator.




Many other technologies underpin the current digital transformation, including cloud computing, open-source software like Hadoop, robotics, grid and neural computing, virtual reality, etc. Some of these have applications in almost all sectors of the economy and can be considered true “general-purpose” technologies. Others have more narrow applications in specific sectors. Together they are combinatorial and form an ecosystem of technologies that underpin a wide-ranging and rapid digital transformation of the economy and society, and increasingly of governments, in many areas, and which is leading to shifts in markets and economic behaviour that are fundamentally different from the analogue era to which we are used.

Identifying avenues to understand how the digital transformation affects policies

Underpinned by digitisation, interconnection and the growing ecosystem of digital technologies, digitalisation is transforming our economies and societies by changing the ways people interact, businesses function and innovate, and governments design and implement policies. Ongoing work by the OECD to help understand how the digital transformation affects policies proposes a preliminary set of “vectors of digital transformation” to identify core properties and cross-cutting effects of this transformation as it manifests itself across society, economic sectors and policy areas (Box 1.2).



Box 1.2. Vectors of digital transformation

Digital products, interactions and markets have distinctive characteristics that underlie ongoing economic and social change. These often transformative characteristics can support, or challenge, policies. Ongoing work by the OECD has identified some of the most prominent characteristics in a proposed set of eight “vectors of digital transformation”, listed below under three headings: 1) scale, scope and speed; 2) ownership, assets and economic value; and 3) relationships, markets and ecosystems. These “vectors” are suggested to improve the understanding of the digital transformation and related policy implications.

1. Scale, scope and speed

Scale with little mass: While digital products and services have diverse economic characteristics (e.g. networks, semiconductors, smartphones, computing), core digital elements – software, data and standards – stand out. Fixed costs contrast with low, close to zero, marginal costs. Combined with the global reach of the Internet, this allows firms and platforms to scale very quickly, often with few employees, tangible assets or a geographic footprint.

Panoramic scope: The digitisation of functions allows for unprecedented complexity in products (the smartphone) and services (a huge catalogue of offerings). Standards enable components and products from different sources to work together, furthering economies of scale and scope, from combining, processing and integrating digital resources at a global level.

Temporal dynamics: It is often observed that digital technology accelerates communications, commerce, the diffusion of information and innovation, and changes in economic and social practices. However, the implications are far more complex: digital acceleration takes place against legacy time frames, slow institutional processes, entrenched behaviours and limited human attention. Technology also enables the manipulation of time, facilitating the preservation of the past and making it readily probed, indexed, repurposed, resold and remembered.

2. Ownership, assets and economic value

“Soft” capital: The growing importance of intangible sources of value, especially software and data, has been widely recognised. Physical goods – jet engines, tractors, specialised equipment – can generate and return data so that it becomes a service – or a hybrid of good and service. This is coupled with the emergence of platforms that allow firms and individuals to rent out or share their real capital easily.

Value mobility: As a result of their intangible, machine-encoded nature, software and data can be stored or exploited anywhere, decoupling value from specific geographic locations.

3. Relationships, markets and ecosystems

Intelligence at the edges: The “end-to-end” principle of the Internet has moved the intelligence of the network from the centre to the periphery. Armed with computers and smartphones, users can design and construct their own networks through mailing lists, hyperlinks and social networks, creating distinct communities. But they must typically take on responsibilities that used to reside in the centre (e.g. privacy and security).

Platforms and ecosystems: Digital technology enables expanded interactions and behaviour among individuals, communities, businesses and governments. This has propelled the development not only of direct relationships, but of digitally empowered multi-sided markets, commonly known as platforms. Some of the largest platforms are linked with varying degrees of integration, interoperability, data sharing and openness, essentially serving as proprietary ecosystems.

Loss of place: Value mobility and the global reach of the Internet enable value creation, transaction and interaction regardless of location and borders.



Each of these suggested vectors can have policy implications in more than one, and often in several, areas. For example, the effects of scale without physical mass may challenge policies that target “big” or “small” firms by measures of mass, such as the number of employees, and more generally provoke a debate about what qualifies as being de minimis and exempt from certain policies (e.g. duties, taxes, social costs), or “small” and thereby qualified for certain benefits or subsidies. Digital businesses that attain large scale, notably platforms that benefit from network externalities and economies of scope, can lead to market concentration and winner-take-most dynamics at least for a period of time. Digital firms’ ability to asymmetrically acquire and analyse data, including across an ecosystem of products, may raise policy questions from traditional concerns over privacy to appropriate competition policy for entities whose central role in data acquisition and analysis may present a barrier to entry for other firms. Finally, while platforms concentrate markets on line, they also foster decentralisation of activity at the edge of networks, e.g. in the “gig economy”, which can complicate the enforcement of rules designed for large entities rather than for microenterprises or the self-employed, and can raise issues of working conditions and social protection. Finally, digital businesses often scale fast, outpacing policy making and legal or regulatory review, and benefit from possibilities for regulatory arbitrage.

The effects of “soft” capital, including the hybridisation of goods and services, can have implications for policies directed at encouraging investment, such as tax incentives, accounting rules for (accelerated) depreciation and subsidies for foreign direct investment, as well as measures of investment, which in many cases were designed for tangible, physical capital residing in the jurisdiction, not for intangibles or investment that become part of a service that may be purchased from abroad. This further challenges trade policy that relies on a distinction between trade in goods (e.g. a computer) and services (“software as a service”, or the cloud), while increasingly data flows allow a good to be offered as a complement to a service package. More generally, the intangible nature of bits and their ability to be stored in any location that depends less on a physical as opposed to a logical determination, creates opportunities for policy arbitrage across jurisdictions and challenges policies that rely on the geographic location of the digital activity where value creation occurs. This includes, for example, corporate and labour taxation, trade and its dependence on rules of origin, antitrust enforcement based on well-defined markets, labour regulations formulated around employees and employers in a particular place, and education policy and its focus on teachers or students in a particular school or district. Lastly, value mobility and the global reach of the Internet enable value creation, transaction and interaction regardless of location and borders, which may challenge traditional principles of territoriality, geographically based communities and sovereignty.




Key policy and measurement building blocks for the digital transformation

The digital transformation is progressively challenging every aspect of the economy and society, requiring many different policy areas to be considered simultaneously in an integrated approach and forcing governments to reach across traditional policy silos and across different levels of government to develop a whole-of-government vision and strategy. As identified in a 2017 report for the OECD Council at ministerial level, key actions to be taken for developing an integrated policy framework are to ensure that the foundations for the digital transformation are in place and that policies across all areas enable the digital transformation for the economy and society (OECD, 2017b).

This section provides indicators that are being developed under the OECD-wide project “Going Digital: Making the Transformation Work for Growth and Well-being”. These indicators can help to assess where a country stands in relation to the foundations of the digital economy and its capability to seize the benefits of the digital transformation. These indicators will evolve as new insights are gained from ongoing work on measurement, economic analysis and policy evaluation. Additional indicators to assess policy coherence and strategy development will be developed in the context of the Going Digital project.

Building the foundations for the digital transformation

Framework conditions

The digital transformation does not occur in isolation; it is shaped by, and contributes to shaping, the broader economy and society as a whole. Framework policies play an important role in ensuring that the conditions exist for the digital transformation to flourish. Open trade and investment regimes create new avenues for rapidly upgrading technologies and skills, and increasing specialisation. Efficient, open financial markets help to allocate financial resources to firms investing in the digital transformation, while competitive product markets foster consumer welfare, allow new firms to challenge incumbents, efficient firms to grow and inefficient ones to exit. Well-functioning labour markets can support the inevitable structural change. More broadly, sound macroeconomic policies help reduce uncertainty and create an enabling environment for the digital economy to grow.

Figure 1.1 shows some selected indicators of framework conditions: the strength of barriers to entrepreneurship, trade and investment and the restrictiveness of regulations on telecommunications, professional services, retail trade and international trade. By way of illustration, the figure compares the above indicators in one of the best-performing countries (Australia) with the OECD average. All indicators in Australia are in line with or below the OECD average, suggesting that framework conditions in Australia are more favourable to the creation of innovative start-ups, new business models and new services enabled by digital technologies.



Figure 1.1. Framework conditions for the digital transformation

[image: graphic]Note: All indicators have been standardised and range between 0 and 1.

Sources: Author’s calculations based on OECD, Product Market Regulation Database, www.oecd.org/economy/pmr and OECD, Services Trade Restrictiveness Index Regulatory Database, www.oecd.org/tad/services-trade/services-trade-restrictiveness-index.htm (accessed March 2017).

StatLink  http://dx.doi.org/10.1787/888933584355



Accessible digital infrastructures and services

Digital infrastructures, including efficient, reliable and widely accessible broadband communication networks and services, data, software, and hardware, are the foundations on which the digital economy is based. It is essential that governments promote investment in digital infrastructures and competition in the provision of high-speed networks and services, ensuring that key complementary enablers are in place, e.g. fibre optic backhaul, sufficient spectrum and increasing uptake of Internet Protocol version 6 (IPv6) Internet addresses. Individuals, businesses (including small and medium-sized enterprises [SMEs]) and governments need reliable and widespread access to digital networks and services to benefit from digital opportunities.

Figure 1.2 shows some selected indicators of access to and quality of digital infrastructures and telecommunication services: the number of fixed and mobile subscriptions per 100 inhabitants, their average connection speed, some selected price measures for fixed and mobile broadband, as well as the number of machine-to-machine SIM cards, which is a proxy for the IoT. By way of illustration, the figure compares the above indicators in one of the best-performing countries (Norway) with the OECD average. Norway performs better than the OECD average on all the indicators, except for the price of the fixed broadband basket (20 Gigabytes [GB]), which is more expensive in real terms (based on purchasing power parity). Higher fixed broadband prices may reflect higher average speeds, but may also slow down the development of new digital services delivered through fixed broadband.



Figure 1.2. Access to digital infrastructures

[image: graphic]Notes: All indicators have been standardised and range between 0 and 1. GB = Gigabyte; kbps = kilobits per second; PPP = purchasing power parity.

Sources: Author’s calculations based on OECD, “Broadband database”...
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			Éditions e-pub de l’OCDE – version bêta

			
			Félicitations et merci d’avoir téléchargé l’un de nos tout nouveaux ePub en version bêta.


			
			Nous expérimentons ce nouveau format pour nos publications. En effet, même si l’ePub est formidable pour des livres composés de texte linéaire, le lecteur peut être confronté à  quelques dysfonctionnements  avec les publications comportant des tableaux et des graphiques  – tout dépend du type de support de lecture que vous utilisez.


			Afin de profiter d’une expérience de lecture optimale, nous vous recommandons :


			
						D’utiliser la dernière version du système d’exploitation de votre support de lecture.


						De lire en orientation portrait.


						De réduire la taille de caractères si les tableaux en grand format sont difficiles à lire.


			


			Comme ce format est encore en version bêta, nous aimerions recevoir vos impressions et remarques sur votre expérience de lecture, bonne ou autre,  pour que nous puissions l’améliorer à l’avenir. Dans votre message, merci de bien vouloir nous indiquer précisément quel appareil et quel système d’exploitation vous avez utilisé ainsi que le titre de la publication concernée. Vous pouvez adresser vos remarques à l’adresse suivante :
			sales@oecd.org


			Merci !
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